
Wiz Starter Pack


AWS at a glance

Rapid innovation, limited security and development resources, and an 
ever-evolving risk landscape have led to a reassessment of cloud security 
strategy for cloud and growth-focused organizations. Wiz is a modern, 
scalable approach to cloud security that simplifies and prioritizes critical 
issues so cloud teams can understand and control risks together across 
the pipeline. 



Comprehensive cloud security for fast-growing organizations


 Go faster with Wiz 


Save your DevOps time  


Wherever you are on your cloud security journey, Wiz protects everything you build and run 
in your AWS environment. Whether you are replacing an existing cloud security solution, 
consolidating point solutions, or deploying your first cloud security solution, Wiz tackles 
every security use case for all your security and engineering teams.


Easy to set up  
Connect Wiz to your AWS environment in minutes via an API and automatically scan your 
entire technology stack with support for 60+ AWS services including EC2, ECS, EKS, Fargate, 
Lambda functions, and S3 without agents. To support you on a multi-cloud strategy, Wiz 
also connects to Azure, GCP, OCI, Alibaba Cloud, VMware vSphere, and OpenShift. 


Easy to use 
Wiz gives you 100% granular visibility using AWS APIs, without any agents, with actionable 
insights into risks in your environment, making it easy for anyone of any skill level to quickly 
understand risks and remediations. Wiz identifies risks across misconfigurations, network 
exposure, secrets, vulnerabilities, malware, data, and identities presented as a single 
prioritized graph view. 


Evolves with your cloud growth  
As your cloud footprint grows and you deploy new technologies or new clouds, Wiz will 
evolve with your cloud journey to secure your entire technology stack as it grows, providing 
everything you’ll ever need. 












De-risk containerized applications  
Wiz continuously assesses Kubernetes clusters running on EKS, and scans containers 
deployed with ECS and images in ECR, to identify misconfigurations and suggest 
remediation steps to mitigate threats and harden your clusters, enabling you to rapidly build 
containerized applications without risks. 


Quickly remediate risks with context and prioritizations  
Wiz Security Graph, powered by Amazon Neptune, provides context and prioritization that 
enable organizations to focus on the critical risks in their environment, reducing alert fatigue 
and distracting noise. Wiz provides remediation guidance and automatic remediation, so 
you can spend less time fixing issues and more time building. 
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Prevent risks early with IaC scanning   
Wiz scans IaC templates, including CloudFormation, helping democratize security 
by empowering developers with the context, prioritization, and remediation 
guidance they need to fix issues in development, before they reach production. 



The Wiz Starter Pack includes everything in the Wiz platform, so organizations automatically 
receive the cutting-edge of cloud security from build to production.


A unified platform for cloud securit�

� Cloud Security Posture Management (CSPM�
� Workload Protection (CWPP�
� Vulnerability Managemen�
� Infrastructure Entitlement Management (CIEM�
� Data Security Posture Management (DSPM�
� CI/CD Security (IaC, VM, registry scanning�
� Container and Kubernetes security




Advanced platform capabilities
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